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FIESA SECURITY 
1. Delete any sound files or reports downloaded or copied to your desktop for the purpose of recording errors in Fiesa. Whenever possible, copying and pasting reports or downloading voice files to your pc should be avoided.  Any reports and/or sound files which require copying and pasting to your pc in order to capture information in Fiesa, should be deleted immediately or, at the very least, daily; either manually or automatically.  (See procedure ____________)
2. Account specifics should not have any Personal Health Information (PHI) in them.   If you see any Personal Health Information in account specifics, please report it to you manager.   Do not download any account specifics.  Always work off the most recent version in Fiesa.  
3. Never copy Personal Health Information into Fiesa.   Fiesa reporting is not meant to contain PHI as reporting is sent throughout the organization.   Copying any PHI into Fiesa should be avoided.  If it is necessary to copy any Personal Health Information into Fiesa, be sure to change it in a way that will not risk patient security.  
EXAMPLE:    If the specs state not to include the patient name in the report – Please see below for incorrect documentation of that error and correct documentation: 

INCORRECT DOCUMENTATION 

ERROR:  Mr. Smith was seen today

CORRECTION:   The patient was seen today

CORRECT DOCUMENTATION: 

ERROR:  Mr. XXXX was seen today

CORRECTION:  The patient 
OR 

ERROR:   M

CORRECTION:   The patient's name was used throughout the report.   Per specs, should be replaced with "The patient" 

